# Qué es la seguridad informática

En primer lugar antes de entrar en materia conviene definir ciertos conceptos que nos ayudaran a comprender de mejor manera el tema que se va tratar.

En los tiempos actuales la seguridad informática ha tomado un papel privilegiado en el área informática, ya que la mayoría de la personas saben los riegos que corren al estar expuestas a la gran red de redes es decir el Internet.

En la actualidad la mayoría de organizaciones están cambiando las formas de realizar sus negocios, y esto se debe en gran medida al avance tecnológico que ha hecho posible el desarrollo de un software cada vez más complejo que facilite la interconexión entre los distintos sitios de trabajo. Pero a pesar de que esto significa una mejora, también ha hecho posible que toda la información de una determinada empresa se encuentre en la red, entonces aquí viene la gran interrogante ¿Como la empresa asegura sus sistemas, sus redes y sobretodo su información confidencial, y aún más importante como sabe la empresa que la tecnología adquirida es segura?

La información es demasiado importante para dejarla en un segundo plano y por tanto hay que protegerla, conociendo como se perpetúa un ataque desde el punto de vista de un hacker y de esta manera tomar medidas para contrarrestarlo.

**El objetivo que persigue la seguridad informática, es identificar ciertas vulnerabilidades de un sistema y establecer contramedidas que imposibiliten que distintas amenazas exploten dichas vulnerabilidades.**

Las características que la seguridad informática debe garantizar son:

* Confidencialidad: (Mafla)
* Integridad
* Disponibilidad

# Terminología Básica

## Ataque

## Vulnerabilidad

## Hacker

Evaluacion de un objetivo

Exploit

Zero-Day

Vector de ataque